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Foreword 

General 

This manual introduces the functions and operations of DMSS Plus App (hereinafter referred to 

as "the App"). 

Safety Instructions 

The following categorized signal words with defined meaning might appear in the manual. 

Signal Words Meaning 

DANGER 

Indicates a high potential hazard which, if not avoided, will result 

in death or serious injury. 

WARNING 

Indicates a medium or low potential hazard which, if not avoided, 

could result in slight or moderate injury. 

CAUTION 

Indicates a potential risk which, if not avoided, could result in 

property damage, data loss, lower performance, or unpredictable 

result. 

TIPS Provides methods to help you solve a problem or save you time. 

NOTE 
Provides additional information as the emphasis and supplement 

to the text. 

Revision History 

Version Revision Content Release Time 

V1.0.0 First release. July 2019 

Privacy Protection Notice 

As the device user or data controller, you might collect personal data of others such as face, 

fingerprints, car plate number, email address, phone number, GPS and so on. You need to be in 

compliance with the local privacy protection laws and regulations to protect the legitimate rights 

and interests of other people by implementing measures include but not limited to: providing 

clear and visible identification to inform data subject the existence of surveillance area and 

providing related contact. 

About the Manual 

 ̧ The manual is for reference only. If there is inconsistency between the manual and the 
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actual product, the actual product shall prevail. 

 ̧ We are not liable for any loss caused by the operations that do not comply with the manual. 

 ̧ The manual would be updated according to the latest laws and regulations of related 

regions. For detailed information, see the paper manual, CD-ROM, QR code or our official 

website. If there is inconsistency between paper manual and the electronic version, the 

electronic version shall prevail. 

 ̧ All the designs and software are subject to change without prior written notice. The product 

updates might cause some differences between the actual product and the manual. Please 

contact the customer service for the latest program and supplementary documentation. 

 ̧ There still might be deviation in technical data, functions and operations description, or 

errors in print. If there is any doubt or dispute, please refer to our final explanation. 

 ̧ Upgrade the reader software or try other mainstream reader software if the manual (in PDF 

format) cannot be opened. 

 ̧ All trademarks, registered trademarks and the company names in the manual are the 

properties of their respective owners. 

 ̧ Please visit our website, contact the supplier or customer service if there is any problem 

occurred when using the device. 

 ̧ If there is any uncertainty or controversy, please refer to our final explanation. 
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1 Overview 

 Introduction 

DMSS Plus App is a mobile monitoring software that is designed for security field. Compared 

with conventional monitoring software, this App has characteristic functions such as control by 

tapping and gestures, alarm push, P2P function, and DDNS analysis. You can use DMSS App 

to control cameras, video recorders, VTO, and alarm devices under 3G, 4G, or Wi-Fi network. 

Both Android and iOS system are supported. 

 Features 

 ̧ Multiple-channel live preview (up to 16 windows), and maximum 4-channel playback. 

 ̧ Fast, slow, and by frame mode of video playback. 

 ̧ Local snapshot and recording. Corresponding files are stored locally. 

 ̧ PTZ control by swiping on the screen. 

 ̧ Automatically play the last-time played video on live view interface through Memory Play. 

 ̧ Adjustment of live preview image and bit stream. 

 ̧ Alarm message subscription and push of alarm events. 

 ̧ Alarm output control with alarm message subscription. 

 ̧ Voice talk is supported. 

 ̧ Zoom in or zoom out the picture during picture playback. 

 ̧ Video stream configuration such as resolution and frame rate of the device channel. 

 ̧ View HDD information. 

 ̧ Visual talk of VTO (Video Talk Outdoor). 

 ̧ Detector control on Alarm function module. 

 Applicable Model 

For applicable mobile phone models that can install this App, see Table 1-1. 

Table 1-1 Applicable model 

System Applicable model 

Android 

Android 4.4 or later. 

 

Message push is available only when you installed Plus version and use 

Google account. 

iOS iOS 8.0 or later. 
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2 Installation and Login 

 Installation 

 ̧ Android 

You can search for gDMSS Plus in Google Play, download, and install the App. 

 ̧ iOS 

You can search for iDMSS Plus in the App store, download, and install the App. 

 

Interfaces and operations between iOS and Android might vary, and the actual interface shall 

prevail. This manual takes iOS as an example. 

 Login 

 ̧ For first login, you need to sign up. 

 On your mobile phone, tap . 

The Country or area interface is displayed. 

 Select the country or area as needed, and then tap Done. 

 

 ̧ This manual takes China for example. 

 ̧ You can change country or area you set by tapping Me > Change Country. 

 Enter email and password on Sign up interface, select I have read and agreed, and 

then tap Get verification code. See Figure 2-1. 
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 Sign up 

 

 Enter verification code and tap Login to enter the App. 

 ̧ Logging in after signing up. 

 On your mobile phone, tap . 

The Live Preview interface is displayed. 

 

You can change the displayed interface you want to view when you open the App by 

tapping General Settings > Default Page. See Figure 2-2. 
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 Default page 

 

 Tap  on the upper-left corner. 

The Home interface is displayed. 

 Tap Me on the lower-right corner, and then tap Log in Now. 

The Login interface is displayed. See Figure 2-3. 



Installation and Login   5 

 Login 

 

 Enter the password, and then tap Login. 

 

You can login with Imou account. 
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3 Device Management 

You can manage your devices such as initializing device, adding device, modifying device 

information, remotely configuring device, controlling alarm output, viewing HDD information, 

deleting device, and creating device card. 

Tap Device at the bottom. The Device Manager interface is displayed. See Figure 3-1. 

 Device manager 

 

You can add cloud devices and local devices. 

 ̧ Cloud device: You can view and operate cloud devices after logging in to the App with 

different accounts. You can add cloud devices through P2P mode when you log in with 

Imou account. 

 ̧ Local devices: You can view and operate local devices only on current mobile phone. 

 Adding Device 

You can add devices such as cameras, video recorders, video intercoms, and alarm devices to 

the App. 
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3.1.1 Adding Uninitialized Device 

You need to initialize the device for the first-time usage or after it is reset. After the device is 

initialized, the system directly goes to Add Device interface, and you can go on to add the 

device. 

This chapter takes adding an uninitialized wireless camera as an example. 

 

The onscreen instructions might vary depending on the device you added, and the actual 

interface shall prevail. 

 Tap Device at the bottom 

The Device Manager interface is displayed. 

 Tap  on the upper-right corner, and select Scan. 

The QR code scanning interface is displayed. See Figure 3-2. 

 Scanning QR code 

 

 Scan or manually enter the QR code on the device. 

The device SN interface is displayed. 

 Tap Next. 

The device type interface is displayed. See Figure 3-3 
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 Selecting device type 

 

 

If the device type can be recognized by the system, the device type interface is not 

displayed. 

 Select the corresponding device type, follow the onscreen instruction to connect the 

device, and then tap Next. 

The network configuration interface is displayed. See Figure 3-4. 

 

By tapping  on the upper-right corner, you can switch to wired network 

configuration or AP configuration.  
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 Wi-Fi network configuration 

 

 Enter the Wi-Fi password connected by your mobile phone, and then tap Next. 

 Wait until the device is successfully connected to the network. 

The Device Initialization interface is displayed. See Figure 3-5. 
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 Device initialization 

 

 Set password of the device and enter email address as needed, and then tap OK. 

The Cloud Update Config interface is displayed. See Figure 3-6. 

 

You need to configure the cloud update only when the device is initialized through Wi-Fi 

network. 



Device Management   11 

 Cloud update configuration 

 

 Read onscreen notifications, select imou and Auto-check for updates as needed, 

and then tap OK. 

The Add Device interface is displayed. See Figure 3-7. 

 Adding uninitialized device 

  

 Enter device name, and then tap  to save settings. 

The camera is initialized and added to the App. 
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3.1.2 Adding Initialized Device 

You can add initialized devices through scanning, entering IP/Domain, and online search. This 

chapter takes adding an initialized wireless camera as an example. 

 

 ̧ For first time to use the device, you need to initialize the device. For details, refer to "3.1.1 

Adding Uninitialized Device." 

 ̧ The adding method and onscreen instructions might vary according to the devices you add, 

and the actual interface shall prevail. 

3.1.2.1 Adding by QR Code 

You can add device by scanning or manually entering device QR code. 

 Tap Device at the bottom of the interface. 

The Device Manager interface is displayed. See Figure 3-8. 

 Device manager 

 

 Tap  on the upper-right corner, and then select Scan. 

The QR code scanning interface is displayed. 

 Scan the QR code on the device or manually enter the SN, and then tap Next. 

The device type interface is displayed. 
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If the device type can be recognized by the system, the device type interface is not 

displayed. 

 Select the device type, follow the onscreen instructions, and then tap Next. 

The Add Device interface is displayed. See Figure 3-9. 

 Adding initialized device (scanning) 

  

 Enter device name and device password. 

 Tap  to save the setting. 

3.1.2.2 Adding by IP/Domain 

You can add devices by entering IP/Domain of the device. This chapter takes entering IP 

address as an example. 

 Tap Device at the bottom of the interface. 

The Device Manager interface is displayed. 

 Tao , and then select IP/Domain. 

The device type interface is displayed. 

 

If the device type can be recognized by the system, the device type interface is not 

displayed. 

 Select the device type. 

The Add Device interface is displayed. See Figure 3-10. 
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 Adding initialized device (IP/Domain) 

 

 Enter the IP address, device name, and device password. 

 

By tapping Add Mode, you can switch to add device by entering Dahua DDNS or 

Quick DDNS. 

 Tap  to save the setting. 

3.1.2.3 Adding by Search 

You can add devices by online search. 

Preparation 

The device is connected to power source and connected to the same Wi-Fi network as your 

mobile phone. 

Procedures 

 Tap Device at the bottom of the interface. 

The Device Manager interface is displayed. 

 Tap , and select Online Search Device. 

The Select Device interface is displayed. See Figure 3-11. 

 Selecting device SN 

 

 Tap the SN of the device you want to add. 

The device type interface is displayed. 
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If the device type can be recognized by the system, the device type interface is not 

displayed. 

 Select the device type. 

The Add Device interface is displayed. See Figure 3-12. 

 Adding initialized device (online search) 

 

 Set device name and device password. 

 

By tapping Add Mode, you can switch to add device by P2P. 

 Tap  to save the setting. 

 Configuring Device 

You can configure cameras, video intercoms, and alarm devices. 

3.2.1 Camera 

You can modify device information, view device channel names, configure cameras remotely, 

set alarm output, and manage hardware. 

 

Configuration of different devices might vary, and the actual interface shall prevail. 

3.2.1.1 Device Modification 

You can view device information such as adding mode and SN, modify device information such 

as device name, device password, and username. 

 Tap Device at the bottom. 

The Device Manager interface is displayed. 

 Tap , and then select Camera. 
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The added cameras are displayed. See Figure 3-13. 

 List of added cameras 

 

 Tap the device you want to modify, and then tap Device Modification. 

The device modification interface is displayed. See Figure 3-14. 
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 Device modification (camera) 

 

 Modify the device information as needed. 

 Tap  to save the setting. 

3.2.1.2 Remote Configuration 

You can remotely configure cameras including video detection, alarm setting, camera setting, 

and storage management. 

3.2.1.2.1 Video Detection 

Video detection includes motion detection and video mask. Recording or snapshot is linked 

when the alarm is triggered. 

Motion Detection 

Alarm is triggered when a moving object appears and moves at the speed exceeding the preset 

sensitivity value. 

 Tap Device at the bottom. 

The Device Manager interface is displayed. 

 Tap , and then select Camera. 

 Tap the device you want to configure. 

 Tap Remote Config > Video Detect > Motion Detect. 

The channel selection interface is displayed. See Figure 3-15. 
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 Selecting device channel 

 

 Select the device channel you want to configure. 

The Motion Detect interface is displayed. See Figure 3-16. 

 Motion detection 

 

 

Motion detection is enabled by default and you can disable it. 

 Enable Advanced config to configure other parameters of the device. 

The interface is displayed. See Figure 3-17. 

 Advanced configuration (motion detection) 

 

 Configure advanced parameters. For details, see Table 3-1. 


































































































































